Zatgcznik do Zarzgdzenia nr 2/2020
z dnia 9 lipca 2020 r.

REGULAMIN
funkcjonowania monitoringu wizyjnego

na terenie Zespotu Szkoét Komunikacji im. Hipolita Cegielskiego ul. Fredry 13 61-701Poznan

§1

Regulamin okresla:

1) zasady funkcjonowania monitoringu wizyjnego (zwanego dalej ,monitoringiem”) na
terenie Zespotu Szkét Komunikacji im. Hipolita Cegielskiego (zwanej/zwanego dalej
;Jednostkg oswiatow3q”),

2) miejsca instalacji kamer systemu monitoringu wizyjnego,

3) reguty rejestracji i zapisu informacji z monitoringu Wwizyjnego oraz SsSposob
zabezpieczenia zapisu z kamer monitoringu wizyjnego,

4) mozliwo$¢ udostepniania zgromadzonych w ten sposéb danych.

§2

Zakres monitoringu wizyjnego

Monitoring wizyjny swoim zasiegiem obejmuje:

Obszar przy wejsciu do budynkéw i bramach wjazdowych.

Podworze, parking wewnatrz posesji, garaz i Smietniki.

Sitownia zewnetrzna.

Pomieszczenia klubu modelarskiego.

Korytarze szatni.

Swietlica.

Stotéwka.

. Korytarz.

Przed instalacjg monitoringu wizyjnego przeanalizowano koniecznosé zapewnienia:

1) nadzoru eksploatacyjnego,

2) bezpieczenstwa fizycznego oprogramowania i urzgdzen systemu monitorujgcego,

3) szkolen dla personelu zajmujgcego sie systemem monitorujgcym,

4) wiasciwych  srodkéw technicznych i organizacyjnych dla  bezpiecznego
przechowywania nagran i ich archiwizacji.

3. Administrator danych, przed instalacjg monitoringu wizyjnego, zgodnie z Rozporzgdzeniem:
1) przeprowadza analize ryzyka w dedykowanym dla miejskich jednostek

organizacyjnych systemie zarzadzania ryzykiem (MJUP), ktéra powinna wykazac
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bezwzgledng potrzebe wdrozenia systemu monitoringu w jednostce,

2) zatwierdza rekomendowang przez Inspektora Ochrony Danych i organ prowadzacy
ocene skutkdw wprowadzenia monitoringu wizyjnego dla ochrony danych osobowych
zgodnie z art. 35 RODO (tzw. DPIA).

§ 3

Cel monitoringu wizyjnego

1. Celem monitoringu wizyjnego jest:
1) zapewnienie bezpieczenstwa ucznidéw, pracownikow oraz innych osdb przebywajgcych
na terenie jednostki oswiatowej,
2) ochrona mienia.
2. Monitoring wizyjny nie stanowi Srodka nadzoru nad jakoscig wykonywania pracy przez
pracownikéw jednostki oswiatowe;.

§4

Zasady funkcjonowania systemu monitoringu wizyjnego

1. Monitoring wizyjny funkcjonuje catodobowo.

2. System monitoringu wizyjnego obejmuje w szczegolnosci: kamery, rejestratory,
okablowanie i oprogramowanie monitoringu, stanowiska umozliwiajgce podglgd obrazu z
kamer i rejestratory. Wykaz miejsc, w ktérych znajdujg sie kamery monitoringu wizyjnego
zawiera zatgcznik nr 1 do Regulaminu.

3. Rejestracji i zapisowi na nosniku danych podlega tylko obraz z kamer systemu monitoringu
wizyjnego, bez rejestracji dzwieku.

4. W infrastrukturze teleinformatycznej, z ktérg wspotpracuje system monitoringu wizyjnego
zastosowano srodki ochrony przed szkodliwym oprogramowaniem (dotyczy tylko budynku
przy ul. Czajczej 14).

5. Dostep do systemu monitoringu wizyjnego majg wytgcznie osoby upowaznione przez
Dyrektora. Osoby upowaznione przez Dyrektora do dostepu do systemu monitoringu
wizyjnego okresla rejestr, ktéry stanowi zafgcznik nr 2 do Regulaminu.

6. Dostep do systemu monitoringu wizyjnego dla kazdej osoby upowaznionej zabezpieczony
jest indywidualnym loginem i hastem. Zastosowano mechanizm blokujgcy dostep do
systemu monitoringu wizyjnego w przypadku wprowadzenia przez uzytkownika btednych
danych w procesie logowania oraz procedure odbierania/zawieszania uprawnien w
przypadku zmiany lub dtuzszej nieobecnosci poszczegolnych uzytkownikow systemu
monitoringu.

7. Prawo do ustalenia bgdz zmiany hasta dostepu do monitoringu wizyjnego ma Dyrektor
oraz administrator systemu monitoringu.

8. Upowaznienie do przetwarzania danych osobowych pochodzgcych z monitoringu
wizyjnego jest nadawane przez Dyrektora, zgodnie =z obowigzujgcg w jednostce
oswiatowej regulacjami wewnetrznymi.

9. Dyrektor wdraza odpowiednie $rodki techniczne i organizacyjne, aby zapewni¢ stopien
bezpieczenstwa uwzgledniajgcy: stan wiedzy technicznej, koszt wdrazania oraz charakter,
zakres, kontekst i cele przetwarzania, a takze ryzyko naruszenia praw lub wolnosci oséb
fizycznych. Elementy systemu monitoringu wizyjnego w miare koniecznosci sg
udoskonalane i wymieniane.



5.

6.

§5

Okres i miejsce przechowywania nagran obrazu z monitoringu wizyjnego

Nagrania z monitoringu wizyjnego zawierajgce wizerunek uczniéw, pracownikéw i innych
0sOb, ktorych w wyniku tych nagran mozna zidentyfikowaé, jednostka oswiatowa
przetwarza wytgcznie do celéw, dla ktérych zostaty zebrane, i przechowuje przez okres 1-
2 tygodni od dnia nagrania.

. W przypadku, w ktéorym nagrania z monitoringu wizyjnego stanowig dowdd

w postepowaniu prowadzonym na podstawie prawa lub mogg stanowi¢ dowdd w
takim postepowaniu, termin okreslony w wust. 1 ulega przedtuzeniu do czasu
prawomocnego zakonczenia postepowania.

Po uptywie okreséw, o ktérych mowa w ust. 1 i ust. 2, uzyskane w wyniku monitoringu
wizyjnego nagrania obrazu zawierajgce dane osobowe podlegajg zniszczeniu, o ile
przepisy odrebne nie stanowig inacze;j.

Nagrania z monitoringu wizyjnego przechowywane sg w zabezpieczonym pomieszczeniu.
Wejscie do pomieszczenia, gdzie przechowywane sg nagrania z monitoringu wizyjnego
jest mozliwe wytgcznie w obecnosci Dyrektora lub upowaznionego przez niego
pracownika.

§6

Zasady udostepniania nagran obrazu z monitoringu wizyjnego.

Dane pochodzace z nagran monitoringu wizyjnego uwazane sg za dane osobowe
w rozumieniu art. 4 pkt. 1 Rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych
oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzgdzenie o ochronie danych), zwanego
dalej Rozporzadzeniem.

Dane pochodzgce z nagran monitoringu wizyjnego nie stanowig informacji publicznej i nie
podlegajg udostepnieniu w oparciu o przepisy ustawy o dostepie do informacji publicznej.
Nagrania z monitoringu wizyjnego nie sg udostepniane osobom fizycznym, gdyz mogtoby
to prowadzi¢ do naruszenh praw i wolnosci osdb trzecich, z zastrzezeniem ust. 4.

Nagrania z monitoringu wizyjnego mogg by¢ udostepnione w formie ogladu za zgodg
Dyrektora, po konsultacji z Inspektorem Ochrony Danych:

1) wychowawcom oddziatéw, w celu zdiagnozowania probleméw wychowawczych oraz
podjecia wlasciwych oddziatywan w tym zakresie;

2) pedagogowi lub psychologowi jednostki oswiatowej, w celu przeciwdziatania
zarejestrowanym przez monitoring wizyjny formom niedostosowania spotecznego
uczniéw, ich zachowaniom dysfunkcyjnym, a takze udzielania wtasciwej pomocy
ofiarom szkolnej przemocy;

3) rodzicom/opiekunom prawnym ucznia/uczniom petnoletnim, zarOwno
poszkodowanego, jak i sprawcy czynu niedopuszczalnego, w celu oceny zaistniatej
sytuacji i uzgodnienia wspdlnych dziatah interwencyjnych iwychowawczo -

opiekunczych.
Przed udostepnieniem nagrania z monitoringu wizyjnego osobom wskazanym w ust. 4
pkt 3 poucza sie je o odpowiedzialnosci za naruszenie zasad ochrony danych osobowych.
Nagrania z monitoringu wizyjnego mogg zosta¢ udostepnione organom lub innym
podmiotom uprawnionym na podstawie przepiséw prawa, w zakresie prowadzonych przez



10.

11.

12.

13.

14.

nie czynnosci prawnych, wytgcznie na ich pisemny wniosek.
Osoba zainteresowana zabezpieczeniem nagrania z monitoringu wizyjnego na potrzeby
prowadzonego/przysztego postepowania moze zwréci¢ sie do Dyrektora z pisemnym
whnioskiem o sporzadzenie jego kopii i 0 jej zabezpieczenie, wskazujgc mozliwie dokladng
date, czas i miejsce zdarzenia. Wzor wniosku stanowi zatgcznik nr 3 do Regulaminu.
W przypadku uwzglednienia wniosku, o ktérym mowa w pkt 7 powyzej kopia nagrania
Zz monitoringu wizyjnego zostaje zabezpieczona na okres 12 miesiecy. W wyjgtkowych
sytuacjach na pisemny wniosek osoby zainteresowanej dalszym zabezpieczaniem kopii
nagrania okres ten moze zostac przez Dyrektora przedtuzony. Wnioskodawca zobowigzany
jest udokumentowac koniecznos¢ dalszego przechowywania danych.
Kopie nagrania z monitoringu wizyjnego sporzadza osoba upowazniona przez Dyrektora,
oznaczajgc jg w sposob trwaty nastepujgcymi danymi:

1) numer porzgdkowy kopii,

2) okres, ktérego dotyczy nagranie,

3) zrédto danych,

4) data wykonania kopii,

5) dane osoby, ktéra sporzadzita kopie.
Kopia nagrania z monitoringu wizyjnego podlega zewidencjonowaniu w rejestrze kopii
Z monitoringu wizyjnego, stanowigcym zafgcznik nr 4 do Regulaminu. Rejestr kopii
Z monitoringu wizyjnego zawiera nastepujgce informacje:

1) numer porzadkowy Kopii,

2) okres, ktérego dotyczy nagranie,

3) zrodio danych,

4) data wykonania kopii,

5) dane osoby, ktéra sporzadzita kopie,

6) podpis osoby, ktdra sporzadzita kopie,

7) informacje o udostepnieniu lub zniszczeniu kopii.
Kopia nagrania z monitoringu wizyjnego sporzgdzona na pisemny wniosek o0soby
zainteresowanej przechowywana jest w zabezpieczonym pomieszczeniu i udostepniania
organom lub innym podmiotom uprawnionym w zabezpieczonej, opieczetowanej kopercie.
Z przekazania kopii nagrania z monitoringu wizyjnego sporzadza sie protokét, ktérego
wzér stanowi zafgcznik nr 5 do Regulaminu.
Udostepnianie kopii nagrania z monitoringu jest ewidencjonowane w ,Rejestrze
udostepnionych nagran z monitoringu wizyjnego na terenie Zespotu Szkét Komunikacji im.
Hipolita Cegielskiego ul. Fredry 13 61-701 Poznan, ktérego wzér stanowi zatgcznik nr 6
do Regulaminu.
Zabezpieczona, a nieodebrana w terminie okreslonym w § 6 pkt. 8, kopia nagrania
podlega zniszczeniu zgodnie z obowigzujgcg w jednostce oswiatowej procedurg. Fakt
zniszczenia kopii nagrania nalezy odnotowac¢ w rejestrze kopii z monitoringu wizyjnego
sporzgdzanych na wniosek, stanowigcym zafgcznik nr 4 do Regulaminu.

§ 7 Obowigzek informacyjny

Administrator danych osobowych przetwarzanych w systemie monitoringu wizyjnego
spetnia obowigzek informacyjny wobec oso6b, ktdérych wizerunek zostat utrwalony za
pomocg tego systemu, wynikajacy z przepisow RODO i Kodeksu Pracy.

Uczniowie oraz pracownicy jednostki oswiatowej, a takze inne osoby przebywajgce na
terenie jednostki o$wiatowej sg poinformowani o funkcjonowaniu w jednostce oswiatowej



systemu monitoringu wizyjnego, w sposoéb okreslony w ust. 3 i ust. 4.

3. Dyrektor przed dopuszczeniem osoby do wykonywania obowigzkéw stuzbowych,
zapoznaje jg z Regulaminem. Os$wiadczenie o zapoznaniu sie z Regulaminem stanowi
zatgcznik nr 7 do Regulaminu.

4. Informacja o funkcjonowaniu monitoringu wizyjnego podawana jest poprzez
rozmieszczenie w sposob widoczny i czytelny tabliczek informacyjnych (piktograméw) na
terenie i przy wejsciach do budynku jednostki oswiatowe;.

5. Na tablicy ogtoszen oraz na stronie internetowej jednostki oSwiatowej zamieszcza sie
Klauzule informacyjna, ktdra stanowi zatgcznik nr 8 do Regulaminu.

§8

Prawa osdéb objetych monitoringiem wizyjnym

Osoba zarejestrowana przez system monitoringu wizyjnego ma prawo w szczegolnosci do:
1) informacji o istnieniu monitoringu wizyjnego w okreslonym miejscu, jego zasiegu i celu,
2) dostepu do nagran z monitoringu wizyjnego, na ktérych jest zarejestrowana, na
zasadach okreslonych w Regulaminie,
3) usuniecia danych jej dotyczacych,
4) wniesienia skargi do organu nadzorczego — Prezesa Urzedu Ochrony Danych
Osobowych.

§9

Postanowienia koncowe

1. W sprawach nieuregulowanych niniejszym Regulaminem ostateczng decyzje podejmuje
Dyrektor.

Regulamin dostepny jest na stronie internetowej jednostki oswiatowej.

Regulamin wchodzi w zycie z dniem podpisania



Zatgcznik nr 1 do Regulaminu
funkcjonowania monitoringu
wizyjnego Zespofu Szkét Komunikacji
im. Hipolita Cegielskiego ul. Fredry
13 61-701 Poznan.

Wykaz miejsc, w ktérych znajduja sie kamery monitoringu wizyjnego:

Lokalizacja kamery

Rodzaj kamery

llos¢ kamer :
(stacjonarna, obrotowa)




L.p.

1.

Imie i nazwisko

Zatgcznik nr 2 do Regulaminu

funkcjonowania monitoringu wizyjnego Zespotu Szkét Komunikacji im. Hipolita
Cegielskiego ul. Fredry 13 61-701 Poznan

Rejestr os6b upowaznionych do dostepu do systemu monitoringu wizyjnego:

Numer Zakres Data Data Data Data

Stanowisko e s . , . , : .
upowaznienia upowaznienia wydania zawieszenia przywrocenia odwotania




Zatacznik nr 3 do Regulaminu
funkcjonowania monitoringu
wizyjnego Zespotu Szkét Komunikacji

im. Hipolita Cegielskiego ul. Fredry
13 61-701 Poznan

Poznan, dnia ...............oo.....

(imie i nazwisko Wnioskodawcy)

(dane jednostki o$wiatowey)

Whniosek o zabezpieczenie nagrania z monitoringu wizyjnego

Zwracam sie z prosbg o zabezpieczenie nagrania z monitoringu wizyjnego jednostki oswiatowej

podpis wnioskodawcy
Decyzja dyrektora:

wyrazam zgode/ nie wyrazam zgody

data i podpis dyrektor



Rejestr kopii z monitoringu wizyjnego sporzadzonych na wniosek

Zatgcznik nr 4 do Regulaminu
funkcjonowania monitoringu wizyjnego

w Zespole Szkdét Komunikacji im. Hipolita
Cegielskiego ul. Fredry 13 61-701 Poznan

Zrédto danych

Imie i nazwisko

Informacja o
udostepnieniu

i lub zniszczeniu
Numer Okres, ktérego | np. kamera na Data wykonania osoby Podpis os'oby. -
Lp. , : y . sporzadzajacej kopii
porzadkowy kopii | dotyczy nagranie | budynku od strony kopii sporzadzajgcej . .
: : kopie (udostepniono
boiska kopie ) \
dnia/zniszczono
dnia)
1.
2.
3.
4.
5.
6.
7.




Zatacznik nr 5 do Regulaminu
funkcjonowania monitoringu
wizyjnego Zespotu Szkét Komunikacji
im. Hipolita Cegielskiego ul. Fredry
13 61-701 Poznan

Protokét przekazania na nosniku elektronicznym danych z systemu monitoringu
Zespotu Szkét Komunikacji im. Hipolita Cegielskiego ul. Fredry 13 61-701 Poznan
sporzadzony W dniu ......cvvunnnne

DYIEKIOr ... , Zwany dalej przekazujgcym dane,
PIZEKAZUJE. . ..o
zwanym dalej przyjmujgcym dane, na podstawie pisemnego wniosku z dnia................coceevenene.n.
dane z systemu monitoringu szkoty.

1. Przekazujgcy dane przekazuje, a przyjmujgcy dane przyjmuje nastepujgce dane (zapis z
kamer):

L.p. Data Numer kamery Czas nagrania

1.

2. Przyjmujacy dane oswiadcza, ze wykorzystane zostang one wytgcznie do celéw okreslonych
w pisemnym wniosku, stanowigcym zatgcznik do niniejszego protokotu.

3. Protokot sporzagdzono w dwoch jednakowych egzemplarzach, po jednym dla kazdej ze stron.

Przekazujacy dane Przyjmujacy dane




Rejestr udostepnionych nagran z monitoringu wizyjnego na terenie

Zespofu Szkoét Komunikacji im. Hipolita Cegielskiego ul. Fredry 13 61-701 Poznan

Zatgcznik nr 6 do
Regulaminu

funkcjonowania
monitoringu
wizyjnego Zespotu
Szkot Komunikacji
im. Hipolita
Cegielskiego ul.
Fredry 13 61-701
Poznan

Data Podpis osoby _ _ Podpis osoby
Lp. | Dane wnioskodawcy Numer zlozenia Przedmiot wniosku sktadajacej SRSl udostepniajacej
PN whiosku whniosek odbioru nosnika nagranie
1.
2.
3.




Zatacznik nr 7 do Regulaminu
funkcjonowania monitoringu
wizyjnego Zespotu Szkét Komunikacji

im. Hipolita Cegielskiego ul. Fredry
13 61-701 Poznan

Poznan, dnia

(stanowisko)

OSWIADCZENIE

Oswiadczam, ze zapoznatamftem sie z Regulaminem funkcjonowania monitoringu

wizyjnego na terenie Zespotu Szkét Komunikacji im. Hipolita Cegielskiego ul. Fredry 13 61-701
Poznan

(podpis pracownika)



Zatacznik nr 8 do Regulaminu
funkcjonowania monitoringu
wizyjnego Zespotu Szkét Komunikacji
im. Hipolita Cegielskiego ul. Fredry
13 61-701 Poznan

INFORMACJA O PRZETWARZANIU DANYCH OSOBOWYCH

Zgodnie z art. 13 ust. 1 i 2 Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z
dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia

dyrektywy 95/46/WE (RODO) informujemy:

Kto jest
administratorem
danych osobowych?

Administratorem Panstwa danych osobowych oraz danych
osobowych Panstwa dzieci jest Zespofu Szkét Komunikacji im.
Hipolita Cegielskiego z siedzibg w Poznaniu ul. Fredry 13 61-701
Poznan.

Z kim mozna sie
kontaktowaé
w sprawie
przetwarzania danych
osobowych?

We wszystkich sprawach zwigzanych z ochrong i przetwarzaniem
danych osobowych mogg sie Panstwo kontaktowac¢ z Inspektorem
Ochrony Danych.

Kontakt: iod_mjo@um.poznan.pl

W jakim celu i na jakigj
podstawie beda
przetwarzane dane
osobowe?

Dane osobowe bedg przetwarzane przez Administratora w celu
zapewnienia bezpieczenstwa oséb i mienia poprzez:

e prowadzenie ewidencji wejs¢ na teren obiektu,
e monitoring wizyjny.

Podstawg prawng przetwarzania danych osobowych jest art. 6 ust.
1 lit. e RODO, tj. przetwarzanie jest niezbedne do wykonania
zadania realizowanego w interesie publicznym lub w ramach
sprawowania wtadzy publicznej powierzonej administratorowi
w zakresie niezbednym do zapewnienia bezpieczenstwa uczniow
i pracownikéw lub ochrony mienia — zgodnie z art. 108a Prawa
o$wiatowego w zw. z art. 222 Kodeksu pracy.

Przez jaki okres beda
przechowywane dane
osobowe?

Dane osobowe po zrealizowaniu celu, dla ktérego zostaty zebrane,
bedg przetwarzane do celdw archiwalnych i przechowywane
przez okres niezbedny do zrealizowania przepiséw dotyczgcych
archiwizowania danych obowigzujgcych u Administratora.

Nagrania z monitoringu zawierajgce wizerunek bedg przetwarzane
przez okres maksymalnie 3 miesiecy.

Komu moga byé
przekazywane dane
osobowe?

Dane osobowe mogg zostaé przekazane  podmiotom
wspotpracujgcym z Administratorem tj.: dostawcom systemow
informatycznych, podmiotom zapewniajgcym asyste i wsparcie
techniczne dla systeméw informatycznych, firmom $wiadczgacym
ustugi archiwizacji i niszczenia dokumentoéw, firmom swiadczacym




ustugi ochrony fizycznej oraz podmiotom uprawnionym do tego
na mocy odrebnych przepisow prawa.

Jakie prawa
przystuguja w zwiazku
z ochrong danych
osobowych?

Osoby, ktérych dane dotyczg, majg prawo do:
a) dostepu do tresci danych osobowych;

b) zadania sprostowania danych osobowych, ktére s3
nieprawidtowe;
C) wniesienia sprzeciwu wobec przetwarzania danych

osobowych — z przyczyn zwigzanych ze szczegolng sytuacja
0s0b, ktérych dane sg przetwarzane;

d) zadania usuniecia danych osobowych:

e gdy dane nie sg niezbedne do celdw, dla ktérych zostaty
zebrane,

e gdy dane przetwarzane sg niezgodnie z prawem,

e po wniesieniu sprzeciwu, jesli nie wystepujg nadrzedne
prawnie uzasadnione podstawy przetwarzania danych;

e) zadania ograniczenia przetwarzania, gdy:
e 0soby te kwestionujg prawidtowo$¢ danych osobowych,

e przetwarzanie jest niezgodne z prawem, a o0soby te
sprzeciwiajg sie usunieciu danych osobowych,

e Administrator nie potrzebuje juz danych osobowych
do celéw przetwarzania, ale sg one potrzebne osobom,
ktérych dane dotyczg, do ustalenia, dochodzenia
lub obrony roszczen,

e 0soby te wniosty sprzeciw wobec przetwarzania danych —
do czasu stwierdzenia  nadrzednych interesow
Administratora nad podstawe takiego sprzeciwu.

Przystuguje Panstwu rowniez prawo do wniesienia skargi do organu
nadzorczego, tj. Prezesa Urzedu Ochrony Danych Osobowych.

Czy dane osobowe sa
przekazywane poza
EOG?

Administrator nie przesyta danych osobowych do krajow spoza
Europejskiego Obszaru Gospodarczego (EOG).

Czy dane osobowe
wykorzystuje sie do
profilowania?

Dane osobowe nie sg wykorzystywane do zautomatyzowanego
podejmowania decyzji, w tym do profilowania.

Czy podawanie danych
osobowych jest
konieczne?

Podanie danych osobowych jest dobrowolne, jednak niezbedne
do wejscia na teren obiektu.




